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Network hardlock key configuration

A network version of the Sentinel Hard Lock Key is intended to protect the system and
data, and allows to use network (or floating) licences.

When using multiple hard lock keys in a LAN, it is possible that start over of the system’s
modules on a separate computer could be slow. It is also possible that the hard lock
key is inaccessible. In such a case it is recommended to change the hard lock key
settings.

To set access to a hard lock key or to speed up start of the system modules, perform
the following actions:

A

1. Open a browser on a computer where a hard lock key is installed.

To set access to a hard lock key it is necessary to posses administrator’s privileges.

2. Input the following into browser address line http://localhost:1947. The Sentinel
Admin Control Center window opens.
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Products
Features ‘
e Welcome te the Admin Control Center. This applicaticn enables you to manage access to scftware licenses and Features, to contrel
detachable licenses, to control sessions, and to diagnose problems
Update/Attach Note: You can select the language in which Admin Centrol Center is displayed by clicking the country flag appropriate to the required
language, which is displayed at the bottom of the Options pane). To view all available languages, or to download other language packs ‘
click the More Languages link.
Access Log
Configuration The Admin Control Center enables you to monitor the following:
Diagnostics + All the Sentinel protection keys that are currently available on the network server. including their identity, type, and locaticn
= The number of users currently logged in to a protection key, and the maximum number of users allowed to be simultaneously
legged into that specific key
+ The Features to which each protection key allews access, and any restrictions that apply to the Feature
About = The users who are currently logged into a specific protection key. including detailed login information
You can perform actiens, such as
+ Detaching a license from the netwerk and attaching it te your machine or a different recipient machine
« Cancelling a detachable license prematurely
« Installing an update to a license
You can make basic cenfiguration changes. including
_— + Setting the display refresh time
= « Configuring access permissions from a client machine to a remete server, and configuring a server to allow it to be remotely
More Languages accessed

+ Defining values for Products with detachable licenses ‘

The Diagnostics page enables you to view system information related to the cumrent Sentinel License Manager, and to generate reports

3. [optional] To obtain information about installed local hard lock keys, click Sentinel
Keys. The table containing detailed information about hard lock keys opens.

Fig. 1. Sentinel Admin Control Center
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Fig. 2. Local Hard Lock Keys

4. Click Configuration. The Basic Settings tab of the Configuration for Sentinel

License Manager window opens.

5. Select the Access to Remote License Managers tab.
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Fig. 3. Access configuration to remote license managers
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6. Make sure that the Allow Access to Remote Licenses checkbox is set on.

7. Clearthe Broadcast Search for Remote Licenses checkbox to turn off broadcast
keys search.

8. Clear the Aggressive Search for Remote Licenses checkbox.

9. Inthe Remote License Search Parameters field input a computer network name
(activator in the given example) where the hard lock key is installed.

10. Click the Submit button.

é Settings save operation could take a few minutes.

11. Click Sentinel Keys. The table containing the hard lock key on the selected com-
puter is displayed.

Tr s
a f
[[1]

FFFFFF

Fig. 4. Hard Lock Key on selected computer

12. Create the PhConsts50.dl1.host file. Open the file in any text editor and input
computer network name to the last row (activator in the given example).

13. Put the PhConsts50.d11.host file to PHOTOMOD_ 6 x64 installation folder.

14. Create the nethasp.ini file. Input the following data using any text editor:
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@ Input computer network name to the last row (activator in the given example).

[NH_COMMON]

NH TCPIP=Enabled
NH_IPX=Disabled

[NH TCPIP]

NH SESSION=8

NH SEND RCV=4

NH _TCPIP_METHOD=TCP

NH USE BROADCAST=Disabled

NH_SERVER ADDR=ACTIVATOR

M_w| nethasp — baoknoT [ — | = |_ﬂh
Dain [Npaeka Qopwmar Bwg Cnpaska
[NH_COMMON] 2

NH_TCPIP=Enabled
NH_IPx¥=Disahled
[NH_TCPIP]
NH_SESSTION=E8
NH_SEND_RCW=4
NH_TCPIP_METHOD=TCP

MH_USE_BROADCAST=Disabled
NH_SERVER_ADDR=ACTIVATOR

Fig. 5. Example of nethasp.ini file

15. Put the nethasp. ini file into Windows system folder (C:\Windows).
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